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AIETF work on Sunset of IPv4

L. Howard
Charter
October 17, 2016

Network Working Group
Internet-Draft

Intended status: Standards Track
Expires: April 14, 2017

IETF: End Work on IPv4
draft-howard-ipvé-ietf-00
Abstract
The TETF will stop working on IPv4, except where needed to mitigate

documented security issues, to facilitate the transition to IPv6, or
to enable TPv4d decommissioning.
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The TIETF has developed IPve to replace ITPv4.

Ongoing focus is required to ensure that future TETF work is capable
of IPv6-only operaticon. Until the time when IPv4 is no longer in
wide use and/or declared historic, the IETF needs to continue to
update IPvid-only protocols and features for vital operational or
security issues. Similarly, the TETEF needs to complete the work
related to IPv4d-to-IPv6 transition tools for migrating more traffic
to TPve. Some changes may be necessary in IPv4d protocols to
facilitate decommissioning IPv4d in a way that does not create
unacceptable impact to applications or users. These sorts of
IPvd-focused activities, in support of security, transition, and
decommissioning, will continue, where accompanied by problem
statements based on operational experience.

The TIESG will review proposed working group charters to ensure
that work will be capable of operating without TIPv4, except in
cases of IPv4 security, transition, and decommissioning work.

The IETEF will update TIPv4 protocols and features to facilitate
IPv4 decommissioning.

New TIETF work will explicitly support IPv6, or be IP version
agnostic (because it is implemented above the network layer),
except IPvd-specific transition technologies.

The TETF will not initiate new IPv4 extension technology
development.

New IETF work must function completely on IPv6-only nodes and
networks.
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AIAB Statement on IPv6 (11/07/2016)

The Internet Architecture Board (IAB), following discussions in the Internet Engineering Task Force (IETF), advises its partner
Standards Development Organizations (SDOs) and organizations that the pool of unassigned IPv4 addresses has been
exhausted, and as a result we are seeing an increase in both dual-stack (that is, both IPv4 and IPv6) and IPv6-only

== deployments, a trend that will only accelerate. Therefore, networking standards need to fully support IPv6. The IETF as well as
other SDOs need to ensure that their standards do not assume IPv4.

The IAB expects that the IETF will stop requiring IPv4 compatibility in new or extended protocols. Future IETF protocol work
will then optimize for and depend on IPv6.

Preparation for this transition requires ensuring that many different environments are capable of operating completely on IPv6
without being dependent on IPv4 [see RFC 6540]. We recommend that all networking standards assume the use of IPv6, and
be written so they do not require IPv4. We recommend that existing standards be reviewed to ensure they will work with IPv6G,
and use |IPv6 examples. Backward connectivity to IPv4, via dual-stack or a transition technology, will be needed for some
time. The key issue for SDOs is to remove any obstacles in their standards which prevent or slow down the transition in
different environments.

In addition, the IETF has found it useful to add IPv6 to its external resources (e.g., Web, mail) and to also run IPv6 on its
conference network since this helps our participants and contributors and also sends the message that we are serious about
IPv6. That approach might be applicable to other SDOs.

We encourage the industry to develop strategies for IPv6-only operation. We welcome reports of where gaps in standards
remain, requiring further developments in IPv6 or other protocols. We are also ready to provide support or assistance in
bridging those gaps.
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www.google.com

. Regions where IPv6 is more widely deployed (the darker the green, the greater the deployment) and users experience
infrequent issues connecting to IPv6-enabled websites.

. Regions where IPv6 is more widely deployed but users still experience significant reliability or latency issues connecting to
IPv6-enabled websites.

. Regions where IPv6 is not widely deployed and users experience significant reliability or latency issues connecting to IPv6-
enabled websites.
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IPv6 Now Dominant Protocol for Traffic Among Major US

Mobile Providers
Aug 21, 2016 12:15 PM PDT | Comments: 0 | Views: 15,222

By CirclelD Reporter Comment Print

"Major Mobile US Networks Pass 50% IPv6 Threshold,” reports Mat Ford, Technology Program
Manager at the Internet Society (ISOC). In an announcement published in the World IPv6 Launch
website, Ford writes: "In our year-end blogpost in December of 2015 we highlighted the enormous
progress that IPv6 deployment had made in 2015 by obtaining aggregated data from our sources for the
four major US mobile providers (Verizon Wireless, T-Maobile USA, Sprint Wireless, AT&T Wireless) ... At
that time, in aggregate, these providers were delivering 37.59% of their traffic over IPv6 to major IPv6-
capable content providers. ... we just passed a major milestone. IPv6 is the dominant protocol for traffic
from those mobile networks to major IPv6-capable content providers.”

Major USA Mobile Netwarks IPv6 Deployment
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Use of IPv6 for Vietnam (VN)
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APNIC Labs(31/10/2016)
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IPv6 users & trafficT Vi Nam

Vietnam
Google Search /APNIC data: 4.48% /5.07%
Estimation: 2127 KIPvE users
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Source: Cisco lab (31/10/2016)
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